Instructions for accessing your
tracking spreadsheet

Overview of setup:
A. Download the Google Authenticator App (did this during training)
B. Loginto your P+P Microsoft account & set up multi-factor authentication using the app

C.  Access your spreadsheet. NOTE: The spreadsheet should show up on the main screen once
you’re in your account. If it doesn’t, click on excel and you should see it there.

Read on for detailed instructions

Ongoing:
Log into your P+P Microsoft account to access your spreadsheet.

If you’re accessing it from your phone, it will prompt you to open the spreadsheet in the excel app
(which you’ll need to download if you don’t have it already).



A. Downloading the Google Authenticator App

1. Open your phone’s app store.

For iPhones, open The App Store

For Androids, open The Google Play Store .

2. Search for and download/install the “Google Authenticator” app.




B.

1. Go to Portal.office.com

2. Sign in with your Prepare and Prosper email

B¥ Microsoft PREPARE |
PROSPER

Sign in ‘
firstlast@prepareandprosper.org

¢ benauckenthaler@prepareandprosper.org

Enter password

No account? Create one!

Can't access your account?
(your password from Sarah)

Back Next

Q Sign-in options

3. When you see “More information required” hit "Next"

PREPARE
PROSPER

benauckenthaler@prepareandprosper.org

More information required

Your organization needs more information to keep
your account secure

Use a different account

Learn more



https://nam12.safelinks.protection.outlook.com/?url=http%3A%2F%2Fportal.office.com%2F&data=05%7C02%7Csarah%40prepareandprosper.org%7C8d7fe120424d424178e608dc1916c696%7C397b4a308eaf4cbeb3e5551ebf514efb%7C0%7C0%7C638412833321644140%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=uYKae8OL5b%2By4fFCO%2BLrylNOkpuC7hU4kZP%2FiXbqjJw%3D&reserved=0

4. Select "l want to use a different authenticator app"

Keep your account secure

Your organization requires you to set up the following methods of proving who you are.

Microsoft Authenticator

6 Start by getting the app
On your phone, install the Microsoft Authenticator app. Download now

After you install the Microsoft Authenticator app on your device, choose "Next".

| want to use a different authenticator app

5. When you see “Keep your account secure” select "next"

Keep your account secure

Your organization requires you to set up the following methods of proving who you are.

Authenticator app

Set up your account

In your app. add a new account.

oo | N



6. A QR code will show up. Open your Google Authenticator app on your phone, hit the plus sign to add a
new account, and Scan the QR code.

Keep your account secure

ganization requires you to set up the following methods of proving who you are

7. Go back to your P+P login and hit “next”.

Authenticator app

[Scan the QR code

Use the authenticator app to scan the QR code. This will connect your authenticator app with your

After you scan the QR code, choose "Next".

m
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an't scan image?
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8. You'll then be prompted for a verification code. Enter the 6-digit code currently displayed by Google
Authenticator on your phone. Tip: notice that the code changes every 30 seconds.
* When asked if you want to be asked to authenticate again in the future, choose “don’t ask again”
* When asked if you want to stay signed in, check “don’t show this again” and choose “no”

9. This should get you logged in! The spreadsheet should show up on the main screen once you'’re in
your account. If it doesn’t, click on excel and you should see it there. Don’t hesitate to reach out to Sarah
if you have any issues.

NOTE: You’'ll want to go into your Google Authenticator on your phone and delete the incorrect account
(the one we added during the training session) so you don’t get confused going forward. Click on the 3
dots in the top right corner and then “edit”, click on the pencil, then the trash box.



FAQ

Q: What is Multi-Factor Authentication (MFA)?
A: Multi-Factor Authentication (MFA) is an additional layer of security that is added to the login
process. Such as a randomly generated code or a physical key

Q: How often will | have to re-authenticate? (Enter code fo log)
A: For Google as long as you check “remember this device” you won't have to enter the code again.
For Microsoft you will have to enter the code once every 90 days.

Q: Do | have to authenticate through MFA separately for each browser or device?

A: Yes, you will need to authenticate for each browser (chrome, safari) or device (PC, phone, tablet)
that you login to your Google or Microsoft account on. Each browser on each device that you use will
require MFA authentication.

Q: / forgot/left my mobile device at home, now what?
A: Hopefully it isn't time yet to re-authenticate. However if it is time to re-authenticate and you are
prompted for MFA verification you will need to go home to get your mobile device.

Q: My mobile device with my authenticator app is lost/stolen, what do [ do?
A: Please contact the Brave North Help desk asap so your account can be secured
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